
Trust Management in Social Internet of Things

Objects autonomously establish social relationships
based on the rules defined by their owners and seek
trustworthy peers that can provide
services/information – SIoT.

Effective use/collaboration of the societal resources
leads to inclusive and reliable societies.
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Existing friendship schemes provide little control to decide over the rational friendships
and ultimately the degree of their social participation – establishing social relationship
while agreeing on the utility of nodes – SRIoT. Four vital features of the SIoT
nodes have been considered to facilitate informed, rational and
optimum parings. (i.e. degree of trustworthiness, contribution of
each node to the SIoT network, navigability and types of social
relationships)
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A trust management framework for mobile 
social IoT ecosystems.

A scalable and lightweight trust model 
that considers both the social 
relationships and inter-intra trust among 
the communities and ecosystems.

Context driven adaptation of trust relationships, 
driven by the mobility of nodes and resilience to 
trust related SIoT attacks.

INTRODUCTION CHALLENGES

RATIONAL FRIENDSHIPS IN SIoT DELIVERABLES

Source: https://www.c2m.net/blog/iot-and-social-networks-social-iot


